CiS-System

The Cloud-integrated Storage System for Data Consolidation

What is Cis?
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Cloud-integrated Storage(CiS) is a unified
storage solution that integrates on-premise
and cloud-based storages to provide a
secure gateway to store, manage, and
access data across private or public cloud.
It also offers users with a single storage
view and tiered data management.
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CiS-System

The Best Convergence of On-premise and Cloud Storage

Cis-System Features
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® Key Capabilities

and cloud storages with single storage view

® Policy-based automatic storage tiering in various _ R
types of storage :

@ Data protection in cloud by secure data transfer
protocol and On-the-Fly data encryption

® In-Memory technology support for high speed
data transfer and data store

® Resource management based on real time
monitoring of data storage and service

@ User and manager workspace for data store
service and system management

@® Data life cycle management for security and

R Moniorng v a ,"_[%«"; & ' paseseiciss  control of user’s critical data

@ Standard monitoring I/F based on SNMP for
various types of storage

® Benefits

RIEGIPELER © User access control against unintended access
eili13/AY ° Prohibition of data decryption in cloud storage without grant of CiS system

GG © Only using expensive on-premise storage to store small hot data sets
TCO * Storing most data sets and cold data in cheaper cloud storage

FITMPEIEN © Improvement on-premise data availability with data distribution and cluster model
I\EHELHIA © Transparent data access to cloud storage with unified access IF and cache
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